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MEDIA RELEASE

Fortinet collaborates with AiSP and CSA on cybersecurity initiatives for youths

and enterprises in Singapore

Over 200 schools to receive children’s book on cybersecurity awareness, while enterprises will

receive cybersecurity support from Fortinet as part of SG Cyber Safe Partnership Programme

SINGAPORE, 8 November 2021 — Fortinet, a global leader in broad, integrated and automated
cybersecurity solutions, today announced a multi-pronged effort to raise cybersecurity awareness in
the community through public-private collaborations with the Association of Information Security
Professionals (AiSP) and Cyber Security Agency of Singapore (CSA). Over 2,000 complimentary
copies of Fortinet’s “Cyber Safe” book will be given to all Primary and Special Education (SPED)
Schools for Singapore Cyber Day on 8 November, as part of AiSP CyberFest®. Separately, Fortinet
has recently been appointed as an Advocate Partner under CSA’s SG Cyber Safe Partnership
Programme. Under this programme, Fortinet will work with CSA to assist local organisations to

strengthen their cyber resilience through training, education and technology support.

The children’s book “Cyber Safe: A Dog’s Guide to Internet Security”, will be placed in more than 200
school libraries including 186 primary schools and 19 Special Education (SPED) schools where
students can access the resource easily. This youth outreach is part of Fortinet’s global CSR
commitment to create awareness among children. Co-authored by Renee Tarun, Fortinet's Deputy
CISO and Vice President of Information Security, the “Cyber Safe” book provides an easy-to-
understand introduction to possible dangers for children connecting online for school, video games,

streaming shows and more.

“Safe cybersecurity education is becoming critical in Singapore as more young students go online for
their education, entertainment and communications. The lack of cybersecurity knowledge impedes
our ability to spot online scams, fraud, and malicious attacks. At Fortinet, we have been committed to
educating, improving lives, and empowering communities through knowledge and necessary skills to
deal with cyber threats especially educating youth on good cybersecurity hygiene,” said Jess Ng,

Country Head of Fortinet Singapore and Brunei.

In addition, Fortinet is developing a series of videos on cybersecurity awareness to further support
AiSP programmes on Cyber Hygiene and Career Advice as part of Digital for Life, Singapore’s
national movement to help every Singaporean embrace digital as a lifelong pursuit and to enrich their
lives through digital. Under the movement, partners across private, public and people sectors come

together to foster a safer internet for everyone. The educational videos will be played in all Primary
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and SPED schools during the Singapore Cyber Day outreach events. These evergreen videos will
educate and engage students in a light-hearted way on topics such as Cyber Identity and Cyber

Citizenship, as well as introduce cybersecurity as a potential career path.

After the initial launch, the videos will also be available through CSA and IMDA resources. United
Overseas Bank (UOB) also intends to feature these cybersecurity-related resources on its UOB My
Digital Space online learning portal. The portal features learning content on a range of educational
topics including art, sustainability, financial literacy, and cybersecurity, and can be accessed by
students across the region. Additionally, Fortinet is working with Singapore Discovery Centre, as one
of the immersion partners in engaging students on the importance of cybersecurity, through
N.E.mation! 2022 - an annual inter-school digital animation competition for students and youths to

express their thoughts on Total Defence, also in support of the Digital for Life movement.

According to Johnny Kho, President, AiSP, “It is important for youths to be exposed early to the
cybersecurity ecosystem and receive proper guidance and support. As an independent cybersecurity
association in Singapore, AiSP has been engaging youth through our initiatives and conducting
mentorship programmes to advance their understanding on cybersecurity. Singapore Cyber Day will
be a great platform to connect young people as part of our community to build a strong and vibrant

cybersecurity ecosystem for Singapore.”

This year’s Singapore Cyber Day falls on 8 November 2021 and is organised by AiSP on behalf of the
Singapore Cyber Security Inter Association (SCSIA). Fortinet fully supports all initiatives under AiSP’s
CyberFest®, and will also participate in AiSP cybersecurity industry activities such as the SME
Cybersecurity Conference and the inaugural AiSP Ladies in Cyber Symposium, as part of celebrating
SG Women 2021 & International Women’s Day 2022.

Along with support for AiSP, Fortinet’s efforts to enhance cyber resilience in Singapore will continue to
grow as Fortinet solidifies the partnership with CSA under the SG Cyber Safe Partnership
Programme. As an Advocate partner, Fortinet will contribute actively to raise the cybersecurity
posture of enterprises and individuals. Firstly, by providing greater access to award-winning
cybersecurity training curriculum, known as the Fortinet Network Security Expert (NSE) programme.
Secondly, provide recommendation tools to enterprises on Fortinet’s product portfolio to complement
SG Cyber Safe initiatives. Thirdly, advocate cybersecurity best practices and share resources through

workshops, whitepapers, webinars and industry outreach.

“Cyber threats do not respect boundaries in terms of sectors or profile of users. Everyone is at risk of
being attacked. Cybersecurity must therefore be viewed as a collective responsibility, where everyone
— from business leaders, IT teams, employees, down to every individual — must ensure that they are
well-informed and equipped to be cyber-secure. Public-private partnership is key to achieving this.

CSA is pleased to partner Fortinet to co-develop suitable resources, curate relevant tools as well as to
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jointly conduct industry outreach, to help individuals and enterprises better safeguard themselves,”

said Gwenda Fong, Assistant Chief Executive, Policy & Corporate Development, CSA.

Fortinet’s support for AiSP and CSA is part of Fortinet's global commitment to solve the cybersecurity
skills gap by educating the global community on cyber safety, regardless of age, background, or life
experiences. Fortinet has pledged to train 1 million people to help close the cybersecurity skills gap
globally across the next 5 years through the Training Advancement Agenda (TAA), answering the call
by the U.S. Biden Administration to reduce security risks by helping to develop more cybersecurity

talent.

“Cybersecurity is a team sport. Partnership is essential to raise the overall cybersecurity posture
within the ecosystem in Singapore. Fortinet will utilise its industry experience to provide self-paced
online training, cybersecurity and outreach programs to encourage the adoption of cybersecurity best
practices in this private-public sector collaboration with CSA and AiSP,” said Jim Richberg, Public

Sector CISO and VP of Information Security, Fortinet.

Through its NSE Training Institute, Fortinet offers free self-paced cyber awareness courses via NSE
1 and NSE 2 that can further develop foundational cybersecurity skills, complementing the “Cyber
Safe” book and the CSA SG Cyber Safe Partnership Programme. In 2020, the NSE Training Institute
also launched the Information Security Awareness and Training Service available for free. This
service can be used by any organization, including schools, to bring cybersecurity awareness to their

non-technical staff.

Additional Resources

e Learn more about Fortinet’s free cybersecurity training, an initiative of Fortinet’s Training

Advancement Agenda (TAA) and the NSE Training Institute, or about the Fortinet Network

Security Expert Certification Program, Education OQutreach Program, Security Academy

program, and Veterans program.

o Watch how Fortinet makes possible a digital world you can always trust.

e View how the Fortinet Security Fabric platform delivers broad, integrated, and automated

protection across an organization’s entire digital infrastructure.

¢ Read more about how Fortinet customers are securing their organizations.

e Learn more about FortiGuard Labs global threat intelligence and research and the FortiGuard

Security Subscriptions and Services portfolio.

e Engage in the Fortinet User Community (Fuse). Share ideas and feedback, learn more about

our products and technology, and connect with peers.

e Follow Fortinet on Twitter, LinkedIn, Facebook, and Instagram. Subscribe to Fortinet on

YouTube.
H#t#HAH


https://www.fortinet.com/training/cybersecurity-professionals?utm_source=pr&utm_medium=campaign&utm_campaign=Freetraininginitiative
https://www.fortinet.com/nse-training
https://www.fortinet.com/training-certification
https://www.fortinet.com/training-certification
https://training.fortinet.com/local/staticpage/view.php?page=fnsa&utm_source=pr&utm_campaign=fnsa
https://training.fortinet.com/local/staticpage/view.php?page=fnsa&utm_source=pr&utm_campaign=fnsa
https://www.fortinet.com/corporate/careers/vets.html?utm_source=pr&utm_campaign=fortivet
https://youtu.be/C5PuGKKNzpU
https://www.youtube.com/watch?v=x8US5w7D5Mc
https://www.fortinet.com/solutions/enterprise-midsize-business/security-fabric.html?utm_source=pr&utm_campaign=security-fabric
https://www.fortinet.com/customers.html?utm_source=pr&utm_campaign=customers
https://www.fortinet.com/fortiguard/labs?utm_source=pr&utm_campaign=FortiGuardLabs
https://www.fortinet.com/support/support-services/fortiguard-security-subscriptions/fortiguard-services-bundles.html?utm_source=pr&utm_campaign=fortiguard-service-bundles
https://www.fortinet.com/support/support-services/fortiguard-security-subscriptions/fortiguard-services-bundles.html?utm_source=pr&utm_campaign=fortiguard-service-bundles
https://fusecommunity.fortinet.com/home?utm_source=pr&utm_campaign=fuse-community
https://twitter.com/Fortinet
https://www.linkedin.com/company/fortinet
https://www.facebook.com/fortinet/
https://www.instagram.com/behindthefirewall/
https://www.youtube.com/channel/UCJHo4AuVomwMRzgkA5DQEOA?sub_confirmation=1
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About Fortinet

Fortinet (NASDAQ: FTNT) makes possible a digital world that we can always trust through its mission
to protect people, devices, and data everywhere. This is why the world’s largest enterprises, service
providers, and government organizations choose Fortinet to securely accelerate their digital journey.
The Fortinet Security Fabric platform delivers broad, integrated, and automated protections across the
entire digital attack surface, securing critical devices, data, applications, and connections from the
data center to the cloud to the home office. Ranking #1 in the most security appliances shipped
worldwide, more than 530,000 customers trust Fortinet to protect their businesses. And the Fortinet
NSE Training Institute, an initiative of Fortinet’s Training Advancement Agenda (TAA), provides one of
the largest and broadest training programs in the industry to make cyber training and new career

opportunities available to everyone. Learn more at https://www.fortinet.com, the Fortinet Blog,

or FortiGuard Labs.

FTNT-O

Copyright © 2021 Fortinet, Inc. All rights reserved. The symbols ® and ™ denote respectively federally registered trademarks
and common law trademarks of Fortinet, Inc., its subsidiaries and affiliates. Fortinet’s trademarks include, but are not limited to,
the following: Fortinet, the Fortinet logo, FortiGate, FortiOS, FortiGuard, FortiCare, FortiAnalyzer, FortiManager, FortiASIC,
FortiClient, FortiCloud, FortiCore, FortiMail, FortiSandbox, FortiADC, FortiAl, FortiAP, FortiAppEngine, FortiAppMonitor,
FortiAuthenticator, FortiBalancer, FortiBIOS, FortiBridge, FortiCache, FortiCam, FortiCamera, FortiCarrier, FortiCASB,
FortiCenter, FortiCentral,FortiConnect, FortiController, FortiConverter, FortiCWP, FortiDB, FortiDDoS, FortiDeceptor,
FortiDirector, FortiDNS, FortiEDR, FortiExplorer, FortiExtender, FortiFone, FortiHypervisor, Fortilnsight, Fortilsolator,
FortiLocator, FortiLog, FortiMeter, FortiMoM, FortiMonitor, FortiNAC, FortiPartner, FortiPortal, FortiPresence , FortiProtect,
FortiProxy, FortiRecorder, FortiReporter, FortiScan, FortiSDNConnector, FortiSIEM, FortiSDWAN, FortiSMS, FortiSOAR,
FortiSwitch, FortiTester, FortiToken, FortiTrust, FortiVoice, FortiVolP, FortiWAN, FortiWeb, FortiWiFi, FortiWLC, FortiWLCOS
and FortiWLM.

Other trademarks belong to their respective owners. Fortinet has not independently verified statements or certifications herein
attributed to third parties and Fortinet does not independently endorse such statements. Notwithstanding anything to the
contrary herein, nothing herein constitutes a warranty, guarantee, contract, binding specification or other binding commitment
by Fortinet or any indication of intent related to a binding commitment, and performance and other specification information
herein may be unique to certain environments. This news release may contain forward-looking statements that involve
uncertainties and assumptions, such as statements regarding the integration of, and plans for, the Panopta solution. Changes
of circumstances, product release delays, changes in product and service plans, or other risks as stated in our filings with the
Securities and Exchange Commission, located at www.sec.gov, may cause results to differ materially from those expressed or
implied in this press release. If the uncertainties materialize or the assumptions prove incorrect, results may differ materially
from those expressed or implied by such forward-looking statements and assumptions. All statements other than statements of
historical fact are statements that could be deemed forward-looking statements. Fortinet assumes no obligation to update any

forward-looking statements, and expressly disclaims any obligation to update these forward-looking statements.

For more information:
Lynette Lioe Lee Zhong Ci
lynettelioe@fortinet.com zhong.ci.lee@priorityconsultants.com
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ANNEX

About Singapore Cyber Day

The Singapore Cyber Day aims to reach out to students in Singapore who are keen to find out more
about cybersecurity and how they can be part of our community. Singapore Cyber Day is organised
by AiSP on behalf of The Singapore Cyber Security Inter Association (SCSIA). SCSIA aims to inspire
future generation of youths on opportunities in Cybersecurity. They are reaching out to primary and
secondary schools and pre-universities to talk about the cybersecurity profession and how everyone

can take part in Singapore’s cybersecurity ecosystem and contribute towards our cyber resilience.

The Singapore Cyber Security Inter Association (SCSIA) consists of professional and industry
associations: AiSP, Centre for Strategic Cyberspace + International Studies (CSCIS), Cloud Security
Alliance Singapore Charter, HTCIA Singapore Chapter, ISACA Singapore Chapter, (ISC)2 Singapore
Chapter, SCS, SGTech and The Law Society of Singapore.

About SG Cyber Safe Partnership Programme

The Cyber Security Agency of Singapore (CSA) announced the SG Cyber Safe Partnership
Programme on 7 October 2021 during the Singapore International Cyber Week (SICW) 2021. Under
this new partnership with the industry, partners could develop training content, products and services,
or community outreach programmes to raise awareness and encourage adoption of good
cybersecurity practices by businesses and public. The new partnership programme is part of the SG
Cyber Safe Programme - one of the major initiatives under CSA’s Safer Cyberspace Masterplan that
was announced during the Ministry of Communications and Information (MCI)’'s Committee of Supply
(COS) in March 2021. The masterplan aims to bring up the general level of cybersecurity awareness
and drive adoption of good cyber practices by individuals, businesses and the larger community. More

at www.csa.gov.sg/Programmes/sgcybersafe.

About Digital for Life movement

The DfL movement was launched by President Halimah Yacob on 8 February 2021 to help build a
digitally inclusive society. The movement aims to galvanise the community to help Singaporeans
embrace digital as a lifelong pursuit, and to enrich their lives through digital. The DfL movement
supports projects and activities that promote Digital Technology and Inclusion and Digital Literacy and

Wellness. Learn more about the DfL movement at www.imda.gov.sg/diqgitalforlife.

About N.E.mation!

N.E.mation is an annual inter-school competition for students from secondary schools, JCs
Centralised Institutions, and post-secondary/tertiary institutions to express their thoughts on Total
Defence (TD) through animation. N.E.mation is organised by the Singapore Discovery Centre that
aims to share the Singapore Story and inspire a desire to contribute to Singapore’s future. Learn more

at https://www.sdc.com.sg/nemation.
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